

	
SA WG2 Meeting #135 	S2-1909572
[bookmark: _Hlk16164691]October 14-18th, 2019 ; Split, HR		                               			  (revision of S2-1909572)
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	23.501
	CR
	1848
	rev
	-
	Current version:
	16.2.0
	

	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Introduction of the Inter PLMN UP functionality in the architecture

	
	

	Source to WG:
	Nokia, Nokia Shanghai Bell

	Source to TSG:
	S2

	
	

	Work item code:
	5GS_Ph1, TEI16
	
	Date:
	2019-09-14

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	[bookmark: S2-1908713]S3-193096/S2-1908713 LS to SA2 on UP gateway function (now called IPUPF in 23.501) where SA3 requests SA2 to specify the interface between IPUPF and a 5GC control plane entity (SMF as per agreed Solution #20 of SA3 TR )

	
	

	Summary of change:
	Adds the IPUPF (Inter PLMN UP Functionality) in the over all architecture that may be deployed as a stand-alone entity (with N59 interface to the SMF) or integrated with the UPF 
Adds IPUPF support as a criteria to select an UPF

	
	

	Consequences if not approved:
	

	
	

	Clauses affected:
	3.2 ; 4.2.2 ; 6.2.X (new) ; 6.2.3 ; 4.2.4 ; 4.2.7 ; 6.3.3.3

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	

	affected:
	
	X
	 Test specifications
	

	(show related CRs)
	
	X
	 O&M Specifications
	

	
	

	Other comments:
	

	
	

	[bookmark: _Hlk19272806]This CR's revision history:
	





Page 1






FIRST CHANGE
[bookmark: _Toc20149627]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
5GC	5G Core Network
5GLAN	5G Local Area Network
5GS	5G System
5G-AN	5G Access Network
5G-EIR	5G-Equipment Identity Register
5G-GUTI	5G Globally Unique Temporary Identifier
5G-BRG	5G Broadband Residential Gateway
5G-CRG	5G Cable Residential Gateway
5G-RG	5G Residential Gateway
5G-S-TMSI	5G S-Temporary Mobile Subscription Identifier
5QI	5G QoS Identifier
AF	Application Function
AMF	Access and Mobility Management Function
AS	Access Stratum
ATSSS	Access Traffic Steering, Switching, Splitting
ATSSS-LL	ATSSS Low-Layer
AUSF	Authentication Server Function
BSF	Binding Support Function
CAG	Closed Access Group
CAPIF	Common API Framework for 3GPP northbound APIs
CHF	Charging Function
CN PDB	Core Network Packet Delay Budget
CP	Control Plane
DL	Downlink
DN	Data Network
DNAI	DN Access Identifier
DNN	Data Network Name
DRX	Discontinuous Reception
DS-TT	Device-side TSN translator
ePDG	evolved Packet Data Gateway
EBI	EPS Bearer Identity
FAR	Forwarding Action Rule
FN-BRG	Fixed Network Broadband RG
FN-CRG	Fixed Network Cable RG
FN-RG	Fixed Network RG
FQDN	Fully Qualified Domain Name
GFBR	Guaranteed Flow Bit Rate
GMLC	Gateway Mobile Location Centre
GPSI	Generic Public Subscription Identifier
GUAMI	Globally Unique AMF Identifier
HR	Home Routed (roaming)
IAB	Integrated access and backhaul
IPUPF	Inter PLMN UP functionality
I-SMF	Intermediate SMF
LADN	Local Area Data Network
LBO	Local Break Out (roaming)
LMF	Location Management Function
LPP	LTE Positioning Protocol
LRF	Location Retrieval Function
MCX	Mission Critical Service
MDBV	Maximum Data Burst Volume
MFBR	Maximum Flow Bit Rate
MICO	Mobile Initiated Connection Only
MPS	Multimedia Priority Service
MPTCP	Multi-Path TCP Protocol
N3IWF	Non-3GPP InterWorking Function
N5CW	Non-5G-Capable over WLAN
NAI	Network Access Identifier
NEF	Network Exposure Function
NF	Network Function
NGAP	Next Generation Application Protocol
NID	Network identifier
NPN	Non-Public Network
NR	New Radio
NRF	Network Repository Function
NSI ID	Network Slice Instance Identifier
NSSAI	Network Slice Selection Assistance Information
NSSF	Network Slice Selection Function
NSSP	Network Slice Selection Policy
NW-TT	Network-side TSN translator
NWDAF	Network Data Analytics Function
PCF	Policy Control Function
PDR	Packet Detection Rule
PDU	Protocol Data Unit
PEI	Permanent Equipment Identifier
PER	Packet Error Rate
PFD	Packet Flow Description
PPD	Paging Policy Differentiation
PPF	Paging Proceed Flag
PPI	Paging Policy Indicator
PSA	PDU Session Anchor
QFI	QoS Flow Identifier
QoE	Quality of Experience
RACS	Radio Capabilities Signalling optimisation
(R)AN	(Radio) Access Network
RG	Residential Gateway
RQA	Reflective QoS Attribute
RQI	Reflective QoS Indication
RSN	Redundancy Sequence Number
SA NR	Standalone New Radio
SBA	Service Based Architecture
SBI	Service Based Interface
SCP	Service Communication Proxy
SD	Slice Differentiator
SEAF	Security Anchor Functionality
SEPP	Security Edge Protection Proxy
SMF	Session Management Function
SMSF	Short Message Service Function
SN	Sequence Number
SNPN	Stand-alone Non-Public Network
S-NSSAI	Single Network Slice Selection Assistance Information
SSC	Session and Service Continuity
SSCMSP	Session and Service Continuity Mode Selection Policy
SST	Slice/Service Type
SUCI	Subscription Concealed Identifier
SUPI	Subscription Permanent Identifier
SV	Software Version
TAC	IMEI Type Allocation Code
TNAN	Trusted Non-3GPP Access Network
TNAP	Trusted Non-3GPP Access Point
TNGF	Trusted Non-3GPP Gateway Function
TNL	Transport Network Layer
TNLA	Transport Network Layer Association
TSC	Time Sensitive Communication
TSN	Time Sensitive Networking
TSP	Traffic Steering Policy
UCMF	UE radio Capability Management Function
UDM	Unified Data Management
UDR	Unified Data Repository
UDSF	Unstructured Data Storage Function
UL	Uplink
UL CL	Uplink Classifier
UPF	User Plane Function
URLLC	Ultra Reliable Low Latency Communication
URRP-AMF	UE Reachability Request Parameter for AMF
URSP	UE Route Selection Policy
VID	VLAN Identifier
VLAN	Virtual Local Area Network
W-5GAN	Wireline 5G Access Network
W-5GBAN	Wireline BBF Access Network
W-5GCAN	Wireline 5G Cable Access Network
W-AGF	Wireline Access Gateway Function


NEXT CHANGE (2)
[bookmark: _Toc20149632]4.2.2	Network Functions and entities
The 5G System architecture consists of the following network functions (NF).
-	Authentication Server Function (AUSF)
-	Access and Mobility Management Function (AMF)
-	Data Network (DN), e.g. operator services, Internet access or 3rd party services
-	Unstructured Data Storage Function (UDSF)
-	Network Exposure Function (NEF)
-	Network Repository Function (NRF)
-	Network Slice Selection Function (NSSF)
-	Policy Control Function (PCF)
-	Session Management Function (SMF)
-	Unified Data Management (UDM)
-	Unified Data Repository (UDR)
-	User Plane Function (UPF)
-	Inter PLMN UP functionality (IPUPF)
-	UE radio Capability Management Function (UCMF)
-	Application Function (AF)
-	User Equipment (UE)
-	(Radio) Access Network ((R)AN)
-	5G-Equipment Identity Register (5G-EIR)
-	Network Data Analytics Function (NWDAF)
-	CHarging Function (CHF)
NOTE:	The functional description of the CHF is specified in TS 32.240 [41].
The 5G System architecture also comprises the following network entities:
-	Service Communication Proxy (SCP)
-	Security Edge Protection Proxy (SEPP)
The functional descriptions of these Network Functions and entities are specified in clause 6.
-	Non-3GPP InterWorking Function (N3IWF)
-	Trusted Non-3GPP Gateway Function (TNGF)
-	Wireline Access Gateway Function (W-AGF)


NEXT CHANGE (3) all text is new
[bookmark: _Toc20150186]6.2.X	IPUPF
The User plane function (UPF) includes the following functionality 
· intercept all incoming GTP-U traffic on the N9 interface and forward valid GTP-U traffic to the concerned UPF inside the network for further processing
[bookmark: _GoBack]The Inter PLMN User plane functionality (IPUPF) may be deployed as a Stand-alone entity or integrated in an UPF. In both cases it is controlled by a SMF. When the Inter PLMN User plane functionality is deployed as a stand-alone entity the SMF controls it via N59; when the Inter PLMN User plane functionality is integrated in a UPF, the SMF controls it via N4.
When a standalone IPUPF is deployed, there is no new GTP-U tunnels between the UPF and IPUPF, i.e. GTP-U tunnels are still established between the V-UPF and the H-UPF, but traffic is routed via the IPUPF based on IP routing policies in the PLMN


NEXT CHANGE (3B)


6.2.3	UPF
The User plane function (UPF) includes the following functionality. Some or all of the UPF functionalities may be supported in a single instance of a UPF:
-	Anchor point for Intra-/Inter-RAT mobility (when applicable).
-	Allocation of UE IP address/prefix (if supported) in response to SMF request.
-	External PDU Session point of interconnect to Data Network.
-	Packet routing & forwarding (e.g. support of Uplink classifier to route traffic flows to an instance of a data network, support of Branching point to support multi-homed PDU Session, support of traffic forwarding within a 5G VN group (UPF local switching, via N6, via N19)).
-	Packet inspection (e.g. Application detection based on service data flow template and the optional PFDs received from the SMF in addition).
-	User Plane part of policy rule enforcement, e.g. Gating, Redirection, Traffic steering).
-	Lawful intercept (UP collection).
-	Traffic usage reporting.
-	QoS handling for user plane, e.g. UL/DL rate enforcement, Reflective QoS marking in DL.
-	Uplink Traffic verification (SDF to QoS Flow mapping).
-	Transport level packet marking in the uplink and downlink.
-	Downlink packet buffering and downlink data notification triggering.
-	Sending and forwarding of one or more "end marker" to the source NG-RAN node.
-	Functionality to respond to Address Resolution Protocol (ARP) requests and / or IPv6 Neighbour Solicitation requests based on local cache information for the Ethernet PDUs. The UPF responds to the ARP and / or the IPv6 Neighbour Solicitation Request by providing the MAC address corresponding to the IP address sent in the request.
-	Packet duplication in downlink direction and elimination in uplink direction in GTP-U layer.
-	TSN Translator functionality to hold and forward user plane packets for de-jittering when 5G System is integrated as a bridge with the TSN network.
-	High latency communication, see clause 5.31.8.
NOTE:	Not all of the UPF functionalities are required to be supported in an instance of user plane function of a Network Slice.
-	Functionalities defined for IPUPF, as defined in clause 6.2.X


NEXT CHANGE (4)

[bookmark: _Toc20149634]4.2.4	Roaming reference architectures
Figure 4.2.4-1 depicts the 5G System roaming architecture with local breakout with service-based interfaces within the Control Plane.


Figure 4.2.4-1 Roaming 5G System architecture- local breakout scenario in service-based interface representation
NOTE 1:	In the LBO architecture. The PCF in the VPLMN may interact with the AF in order to generate PCC Rules for services delivered via the VPLMN. The PCF in the VPLMN uses locally configured policies according to the roaming agreement with the HPLMN operator as input for PCC Rule generation. The PCF in VPLMN has no access to subscriber policy information from the HPLMN.
NOTE 2:	An SCP can be used for indirect communication between NFs and NF services within theVPLMN, within the HPLMN, or in within both VPLMN and HPLMN. For simplicity, the SCP is not shown in the roaming architecture.
Figure 4.2.4-3 depicts the 5G System roaming architecture in the case of home routed scenario with service-based interfaces within the Control Plane.



Figure 4.2.4-3 Roaming 5G System architecture - home routed scenario in service-based interface representation
NOTE 3:	An SCP can be used for indirect communication between NFs and NF services within theVPLMN, within the HPLMN, or in within both VPLMN and HPLMN. For simplicity, the SCP is not shown in the roaming architecture.
NOTE 4:	Each PLMN can choose to deploy a stand-alone IPUPF, an IPUPF integrated in a UPF or no IPUPF .

Figure 4.2.4-4 depicts 5G System roaming architecture in the case of local break out scenario using the reference point representation.


Figure 4.2.4-4: Roaming 5G System architecture - local breakout scenario in reference point representation
NOTE 25:	The NRF is not depicted in reference point architecture figures. Refer to Figure 4.2.4-7 for details on NRF and NF interfaces.
NOTE 36:	For the sake of clarity, SEPPs are not depicted in the roaming reference point architecture figures.
The following figure 4.2.4-6 depicts the 5G System roaming architecture in the case of home routed scenario using the reference point representation.



Figure 4.2.4-6: Roaming 5G System architecture-Home routed scenario in reference point representation
For the roaming scenarios described above each PLMN implements proxy functionality to secure interconnection and hide topology on the inter-PLMN interfaces.


Figure 4.2.4-7: NRF Roaming architecture in reference point representation
NOTE 74:	For the sake of clarity, SEPPs on both sides of PLMN borders are not depicted in figure 4.2.4-7.
In roaming scenarios, the I-NEF may be deployed. The I-NEF is described in clause 6.2.5a. Figure 4.2.4-8 depicts the roaming architecture for Network Exposure Function, using reference point representation.


Figure 4.2.4-8: Roaming architecture for Network Exposure Function in reference point representation
NOTE 85:	The reference architecture in figure 4.2.4-8 supports service based interfaces on the I-NEF.


NEXT CHANGE (5)


[bookmark: _Toc20149638]4.2.7	Reference points
The 5G System Architecture contains the following reference points:
N1:	Reference point between the UE and the AMF.
N2:	Reference point between the (R)AN and the AMF.
N3:	Reference point between the (R)AN and the UPF.
N4:	Reference point between the SMF and the UPF.
N6:	Reference point between the UPF and a Data Network.
NOTE 1:	The traffic forwarding details of N6 between a UPF acting as an uplink classifier and a local data network are not specified in this Release of the specification.
N9:	Reference point between two UPFs.
The following reference points show the interactions that exist between the NF services in the NFs. These reference points are realized by corresponding NF service-based interfaces and by specifying the identified consumer and producer NF service as well as their interaction in order to realize a particular system procedure.
N5:	Reference point between the PCF and an AF.
N7:	Reference point between the SMF and the PCF.
N8:	Reference point between the UDM and the AMF.
N10:	Reference point between the UDM and the SMF.
N11:	Reference point between the AMF and the SMF.
N12:	Reference point between AMF and AUSF.
N13:	Reference point between the UDM and Authentication Server function the AUSF.
N14:	Reference point between two AMFs.
N15:	Reference point between the PCF and the AMF in the case of non-roaming scenario, PCF in the visited network and AMF in the case of roaming scenario.
N16:	Reference point between two SMFs, (in roaming case between SMF in the visited network and the SMF in the home network).
N16a:	Reference point between SMF and I-SMF.
N17:	Reference point between AMF and 5G-EIR.
N18:	Reference point between any NF and UDSF.
N19:	Reference point between two PSA UPFs for 5G LAN-type service.
N22:	Reference point between AMF and NSSF.
N23:	Reference point between PCF and NWDAF.
N24:	Reference point between the PCF in the visited network and the PCF in the home network.
N27:	Reference point between NRF in the visited network and the NRF in the home network.
N28:	Reference point between PCF and CHF.
N29:	Reference point between NEF and SMF.
N29i:	Reference point between I-NEF and SMF in the VPLMN.
N30:	Reference point between PCF and NEF.
NOTE 2:	The functionality of N28 and N29 and N30 reference points are defined in TS 23.503 [45].
N31:	Reference point between the NSSF in the visited network and the NSSF in the home network.
NOTE 3: in some cases, a couple of NFs may need to be associated with each other to serve a UE.
In addition to the reference points above, there are interfaces/reference point(s) between SMF and the CHF. The reference point(s) are not depicted in the architecture illustrations in this specification.
NOTE 4:	The functionality of these interface/reference points are defined in TS 32.240 [41].
N32:	Reference point between SEPP in the visited network and the SEPP in the home network.
NOTE 5:	The functionality of N32 reference point is defined in TS 33.501 [29].
N33:	Reference point between NEF and AF.
N34:	Reference point between NSSF and NWDAF.
N35:	Reference point between UDM and UDR.
N36:	Reference point between PCF and UDR.
N37:	Reference point between NEF and UDR.
N38:	Reference point between I-SMFs.
N40:	Reference point between SMF and the CHF.
NOTE 6:	The reference points from N40 up to and including N49 are reserved for allocation and definition in TS 23.503 [45].
N50:	Reference point between AMF and the CBCF.
N51:	Reference point between AMF and NEF.
N51i:	Reference point between I-NEF and the AMF in the VPLMN.
N52:	Reference point between NEF and UDM.
N53:	Reference point between the I-NEF and the NEF.
N55:	Reference point between AMF and the UCMF.
N56:	Reference point between NEF and the UCMF.
N57:	Reference point between AF and the UCMF.
N58:	Reference point between AF and the NEF.
N59:	Reference point between SMF and the IPUPF
NOTE 7:	The Public Warning System functionality of N50 reference point is defined in TS 23.041 [46].
The reference points to support SMS over NAS are listed in clause 4.4.2.2.
The reference points to support Location Services are listed in TS 23.273 [87].


NEXT CHANGE (6)


[bookmark: _Toc20150218]6.3.3.3	Selection of an UPF for a particular PDU Session
If there is an existing PDU Session, and the SMF receives another PDU Session request to the same DNN and S-NSSAI, and if the SMF determines that interworking with EPC is supported for this PDU Session as specified in clause 4.11.5 of TS 23.502 [3], the SMF should select the same UPF, otherwise, if the SMF determines that interworking with EPC is not supported for the new PDU Session, a different UPF may be selected.
For the same DNN and S-NSSAI if different UPF are selected at 5GC, when the UE is moved to EPC network, there is no requirement to enforce APN-AMBR. Whether and how to apply APN-AMBR for the PDN Connection associated with this DNN/APN is implementation dependent, e.g. possibly only per PDU Session AMBR enforcement applies.
The following parameter(s) and information may be considered by the SMF for UPF selection and re-selection:
-	UPF's dynamic load.
-	Analytics (i.e. statistics or predictions) for UPF load as received from NWDAF (see TS 23.288 [86]), if NWDAF is deployed.
-	UPF's relative static capacity among UPFs supporting the same DNN.
-	UPF location available at the SMF.
-	UE location information.
-	Analytics (i.e. statistics or predictions) for UE's mobility as received from NWDAF (see TS 23.288 [86]), if NWDAF is deployed.
-	Capability of the UPF and the functionality required for the particular UE session: An appropriate UPF can be selected by matching the functionality and features required for an UE.
-	Data Network Name (DNN).
-	PDU Session Type (i.e. IPv4, IPv6, IPv4v6, Ethernet Type or Unstructured Type) and if applicable, the static IP address/prefix.
-	SSC mode selected for the PDU Session.
-	UE subscription profile in UDM.
-	DNAI as included in the PCC Rules and described in clause 5.6.7.
-	Local operator policies.
-	S-NSSAI.
-	Access technology being used by the UE.
-	Information related to user plane topology and user plane terminations, that may be deduced from:
-	5G-AN-provided identities (e.g. CellID, TAI), available UPF(s) and DNAI(s);
-	Identifiers (i.e. FQDN or IP address) of N3 terminations provided by a W-AGF or a TNGF;
-	Information regarding the user plane interfaces of UPF(s). This information may be acquired by the SMF using N4;
-	Information regarding the N3 User Plane termination(s) of the AN serving the UE. This may be deduced from 5G-AN-provided identities (e.g. CellID, TAI);
-	Information regarding the N9 User Plane termination(s) of UPF(s) if needed;
[bookmark: _Hlk500254944]-	Information regarding the User plane termination(s) corresponding to DNAI(s).
-	RSN when redundant handling is applicable.
-	Information regarding the ATSSS Steering Capability of the UE session (ATSSS-LL capability, MPTCP capability, or both).
-	Support for UPF allocation of IP address/prefix.
-	Support of IPUPF (Inter PLMN UP Functionality)
-	Support for High latency communication (see clause 5.31.8).
NOTE:	How the SMF determines information about the user plane network topology from information listed above, and what information is considered by the SMF, is based on operator configuration.
A W-AGF or aTNGF may provide Identifiers of its N3 terminations when forwarding over N2 uplink NAS signalling to the 5GC. The AMF may relay this information to the SMF, as part of session management signalling for a new PDU Session.


END OF CHANGES
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